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INTRODUCTION

Imagine a world where a small plane flies miles above a city, effectively invisible to its inhabitants, but looking down on them. Meanwhile, a series of drones, controlled in a semi-automated pattern by a single operator, hover over the surrounding suburbs. A select group of monitors—no more than a dozen members of the local police force—pinpoint areas of interest in real time, including a large protest, several doctors’ and lawyers’ offices, and a mosque. These officers are able to zoom in from cameras on the high-flying aircraft to identify individuals by their faces and log their activities. Meanwhile, a small group of federal agents review footage from these planes recorded over the course of the last six months, creating a precise map of the movements of hundreds of “persons of interest” over that entire period, and cataloging the places they visited and people they interacted with. Using automated identification tools, this process is rapid and simple. The agents will soon move on to a new set of targets, ensuring the government has a complete movement log of a huge portion of the metro area’s population in time to repeat the process for the next six-month period.

To avoid living in a society with this “Air Panopticon,” we cannot continue to rely on the limits of technology—the only shield we may possess is the limit the law places on pervasive and unrestricted surveillance from the sky. Many technologies are upending how we view surveillance and the limits the Fourth Amendment places on it in maintenance of a democratic society. The Supreme Court has recognized this issue with regard to particu-

lar technologies; however, we must also do so with more general surveillance techniques.

This article highlights the growing risk of one technique in particular—modern aerial surveillance—and discusses how we might respond. First, this article describes the growing power of aerial surveillance, focusing on both new and evolving technologies. Second, it examines the unique features and risks to privacy that aerial surveillance poses. Third, it highlights the potential abuses to which this technology could lead to. Fourth, it reviews the existing legal standards for aerial surveillance, and proposes a new rule to reasonably limit the scope of aerial surveillance.

I. THE GROWING POWER OF AERIAL SURVEILLANCE

Aerial surveillance is not a new phenomenon. It was first employed for military reconnaissance using hot air balloons by the French army in 1794. United States law enforcement aerial surveillance has existed since the 1920s. However, due to a variety of new and evolving technologies, aerial surveillance is rapidly advancing, offering the government unprecedented power.

A. New Technologies

The new aerial surveillance technology that has garnered the most public attention is unmanned aerial vehicles, commonly called drones. Since their deployment as combat aircraft more than a decade ago, drones have developed to serve a variety of purposes, including domestic aerial surveillance. A significant number of drones are already deployed by federal, state, and local law enforcement for domestic surveillance.

Additionally, military-grade aerial surveillance technologies have developed for law enforcement use. In January 2016, the city of Baltimore began a citywide aerial surveillance program managed by a private firm using Cessna planes. This firm, Persistent Surveillance, began operating this urban aerial surveillance to aid the American military in Iraq. The Cessna planes, flying at a height of roughly 8500 feet, would watch over “an area of roughly 30 square miles and continuously transmit[] real-time images to analysts on the ground.” Analysts could request that the planes focus in on specific locations or events, and footage from the planes could then facilitate real-time tracking from the air.

Persistent Surveillance adapted as a security vendor to serve in a law enforcement function and, via an anonymous grant, was funded to begin surveillance operations over Baltimore. The program is capable of monitoring virtually the entire city, and in response to requests, it can hone in on a particular area as narrow as a street corner. Even without a full zoom capable of visual identification, once a target is identified, the aircraft’s camera can follow the path of the particular individual in low resolution, permitting Baltimore police to easily engage in long-term location tracking.

While the managers of the program insist that it is only used to track active suspects, there is no independent oversight or restrictions limiting whom the police can target with this program. The public was not made aware of the program until August of 2016, and even Baltimore’s mayor was not notified of its existence.
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prior to deployment. Persistent Surveillance hopes the program in Baltimore will serve as a model that will be employed in cities throughout the country in the future.

B. Evolving Technologies

In addition to the development and deployment of new technologies for aerial surveillance, evolving technologies present serious concerns for the future.

1. Drones

One key area of evolving technology is drones. Drones are advancing in two key ways with ramifications for privacy rights. First, drones are constantly decreasing in size. Civilian engineers and the military are both developing micro-drones that resemble flying insects, such as the penny-sized “RoboBees” in development at Harvard. In time, these incredibly small drones will be capable of longer flight and surveillance. When their size is reduced, drones become more maneuverable and less detectable. These features will facilitate greater surveillance capabilities—miniature drones will be able to go into narrow areas not
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accessible to current aircraft. In terms of detectability, such drones will become ever-more inconspicuous; future devices could potentially hover outside a window or in an individual’s yard absent any notice.

Second, drones are developing “swarm capabilities,” meaning a single human pilot is able to simultaneously control multiple drones. The military is developing drones with swarm capabilities, called “LOw-Cost Unmanned aerial vehicle Swarming Technology” (“LOCUST”), with the goal of a single pilot controlling many low-cost swarming aircrafts for enemy anti-air defenses to destroy. If swarm capabilities become common and are incorporated into law enforcement’s use of drones in the future, it will reduce resources needed to manage these devices, and thereby increase the government’s surveillance capabilities. Whereas a fleet of pilots might be needed today, in the future a single officer could control enough drones to cover an entire metro area and outlying suburbs.

2. Photo Zoom and Resolution

Another critical area of evolving technologies in aerial surveillance is photo zoom and resolution. Photo zoom and resolution are advancing in a manner that gives aerial surveillance unprecedented power in terms of identification.
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One example of this growing power is the Aeryon HDZoom30. This high-resolution camera was developed in 2015.22 It is currently recommended for law enforcement and commercial uses, at a cost that makes it a viable, though not readily accessible, investment for many police departments.23 The Aeryon HDZoom30 has the capability to zoom in and achieve a precise visual identification from 1000 feet.24 From this distance, it is capable of taking photo and video that can zoom in to a range that can read a license plate or recognizably view an individual’s face.25

Figure 1: Images from an Aeryon HDZoom30 product demonstration video. Image 1.a. is a still image from a film of a set of cars from a distance of 1000 feet, with the camera not zoomed in. Image 1.b. is the camera zoomed to a magnification capable of reading the license plates on the cars. Image 1.c. is the camera zoomed to a magnification capable of identifying the faces of individuals standing next to the cars.26
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A low flying aircraft or drone could use this type of camera not only to observe an area, but also to identify individuals at an event or location, log their activities, and track them.

However, the most ominous photo resolution aerial surveillance technologies are not those that are available to law enforcement in limited circumstances, but rather what will soon be available to the general public. The most prominent example of this point is the Autonomous Real-Time Ground Ubiquitous Surveillance-Imaging System (“ARGUS-IS”). The ARGUS-IS is a video recording technology developed by Defense Advanced Research Projects Agency (“DARPA”), the Department of Defense agency tasked with developing new and innovative technologies for military use.27

The ARGUS-IS is an entirely different class than high-resolution and zoom cameras such as the Aeryon HDZoom30. The ARGUS-IS “can resolve details as small as six inches from an altitude of 20,000 feet.”28 The field of view obtained by this device is immense; at full altitude it can cover an area of ten square miles, roughly half the size of Manhattan, with full precision.29

It is critical to note that this is not a zoom function where the field of view is narrowed to obtain precision. With the ARGUS-IS, the resolution is so strong that this extreme level of magnification exists continuously throughout the entire field from the far-off 20,000-foot distance; this means that no zoom and corresponding loss of field of view is required to obtain this extreme degree of intimate monitoring.30
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30. *Id.* (“With an imaging unit that totals 1.8 billion pixels, ARGUS captures video (12 fps) that is detailed enough to pick out birds flying through the sky, or a lost toddler wandering around. . . . The end result . . . is a mosaic that can be arbitrarily zoomed. In the video, a[n] engineer zooms in from 17,500 feet to show a man standing in a parking lot doing some exercises.”).
Figure 2: Still shots of the video filmed from ARGUS-IS. Image 2.a. shows the human-eye view from the ARGUS-IS at 17,500 feet, while Image 2.b. shows the ability of the ARGUS-IS to provide an accurate view of a street-level image at any point within the field, solely via its resolution and without a zoom that narrows the field.31

In terms of surveillance, the implications of this development are profound. Multiple monitors could zoom in on numerous points simultaneously, regarding—with resolution for precise viewing—events occurring miles apart. Alternatively, the ARGUS-IS could record a wide field for a prolonged time, and monitors could later zoom in on this recorded material, with extreme precision, on any spot within the field.

If law enforcement possessed the ARGUS-IS or equivalent technology, it could equip an aircraft with that technology, fly it

31. FreakyVidsDaily, 1.8 Gigapixel ARGUS-IS, World’s Highest Resolution Video Surveillance Platform By DARPA, YouTube (Jan. 27, 2013), https://www.youtube.com/watch?v=QGxNyaXJhA ("This whole image is at a very, very fine resolution, so if we wanted to know what is going on in any spot along this image, say near this building at this intersection, we can generate a moving image, that shows what’s going on in the area.").
at a high altitude of 20,000 feet, and record an entire urban area. It could then zoom in to specific locations—a street corner, office entrance, crime scene, meeting of interest, public demonstration, or home—and identify individuals. It could track identified individuals as they traverse a city, log visits, or interact with others. The ARGUS-IS took thirty months and cost $18.5 million to develop, but the costs and capabilities for replication and deployment are unknown.\(^{33}\)

If the ARGUS-IS or equivalent photo resolution technology becomes standard issue for law enforcement aerial surveillance, it will mark the end of anonymity.

To his credit, Persistent Surveillance CEO, Ross McNutt, has insisted he will not allow his program to be used in such an invasive manner. “Even as the technology advances and the camera lenses continue to get more powerful, he says, his company will choose to widen its viewing area beyond the current 30 square miles rather than sharpen the image resolution.” However, the fact that “[h]e’s exasperated when his system is criticized not for what it does, but for its potential” seems unfairly dismissive of the system’s risks. Persistent Surveillance has set the precedent, and even if this company is unwilling to augment its capabilities, surely others will.

\(^{32}\) Current rules already permit the FBI to monitor entire neighborhoods or communities at an extremely low standard of suspicion, and these standards could be internally rolled back to permit even more pervasive surveillance. See Cora Currier, *Based on a Vague Tip the Feds Can Surveil Anyone*, THE INTERCEPT (Jan. 31, 2017), https://theintercept.com/2017/01/31/based-on-a-vague-tip-the-feds-can-surveil-anyone/ (“At its lowest level of investigative activity, on the basis of vague tips or broad intelligence interests, the FBI can follow people with airplanes . . . by opening an assessment, they are allowed to have informants collect information, and they can also physically surveil the subject—including by airplane. . . . According to the DIOG [Domestic Investigations and Operations Guide], some assessments can take whole neighborhoods into their sights, with agents collecting information on the ‘composition of the community, the different ethnic groups, religious affiliations, community interests and dynamics, businesses, etc. for analysis and planning.’”). Internal requirements for local and state law enforcement can vary and are often undisclosed.
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II. UNIQUE FEATURES AND PRIVACY RISKS OF AERIAL SURVEILLANCE

Aerial surveillance and its ever-expanding capabilities possess unique features that pose significant privacy risks. It is critical to examine these features, and the applications they provide, in determining to what degree the Fourth Amendment ought to limit aerial surveillance.

A. Unique Features and Privacy Risks of Aerial Surveillance

Aerial surveillance possesses a number of unique features that create distinct risks to privacy as compared to other forms of government surveillance. First, aerial surveillance occurs from a vantage point that can view private property on a much larger scale than any form of traditional ground-level surveillance, more easily overcoming civilians’ deliberate efforts to conceal private property. Second, aerial surveillance is mobile, presenting the ability to follow moving targets and easily redirect efforts to different targets in a way that stationary cameras, such as police “Blue Light” cameras and traffic cameras cannot. This enhanced mobility is augmented by the openness of airspace, giving aerial surveillance a higher degree of mobility than ground-level officers and vehicles, which are restrained by obstructions. Third, aerial surveillance is inconspicuous. Whereas individuals can regularly notice and develop comprehensive mapping of Blue Light cameras or even beat cops, aerial surveillance is a true panopticon, able to observe anywhere at any time without any notice or warning to those being monitored. Fourth, aerial surveillance can target a wide field, providing the ability to expand access and retain capabilities for precision with minimal capabilities. While the ability to immediately monitor any point in a city requires an
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enormous allocation of manpower and technology, aerial surveil-
ance encompasses an incredibly wide field of view with the capa-
bility to rapidly hone in on any area within it at a moment’s no-
tice. This is a feature that Persistent Surveillance highlights as
a selling point for its services, advertising on its websites that its
systems “can show you everything that has happened and track
the suspect(s) where they go.”

The ability of aerial surveillance to take advantage of a wide
field will become exponentially more powerful as law enforce-
ment moves towards photo resolution technology like the ARGUS-IS,
where a camera attached to an aircraft need not sacrifice field of
view for precision.

Figure 3: A Persistent Surveillance demo image highlights the system’s
ability to track a suspect’s movements throughout a city. “Here, a suspect
is tracked to and from the three locations he robbed.”
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While law enforcement has argued that pervasive aerial surveillance is nothing more than an indistinct expansion of police CCTV programs, these unique factors show that it is fundamentally different and give police significantly more power.

B. Location Identification and Tracking

One especially troubling manner—both in terms of privacy protections and Fourth Amendment rights—in which these unique features give police new power is in the field of location identification and tracking.

In recent years, location tracking has become a common investigative police tactic. Typically, this occurs via tracking cell phones either through cell-site location data, phones’ GPS information, or a combination of both. Aerial surveillance offers law enforcement the means to dramatically expand its location tracking abilities in a number of ways.

First, aerial surveillance can identify a target’s location—either through a zoom in or in conjunction with ground-level surveillance—then zoom out to a wider level and simply track the small, previously identified target for an extended period of time. This is in fact what the Baltimore Police Department and Persistent Surveillance boast as a feature employed as part of their aerial surveillance programs.

Aerial surveillance location tracking can also be aided by “tagging technologies,” i.e., technologies that can identify individuals in an automated manner based on certain traits. Two particular tagging technologies, license plate readers and facial recognition
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technology,\textsuperscript{50} have seen rapid development in capabilities and increased use by law enforcement in recent years.\textsuperscript{51} These technologies will make location tracking via aerial surveillance easier by reducing manpower needed to track individuals. With sufficient resolution, an automated system could track the path of a person or car without any human effort. More disturbing, tagging technologies could allow aerial surveillance to surreptitiously focus on a specific site and monitor its attendees. This action poses serious danger to privacy and Fourth Amendment rights.\textsuperscript{52}

Tagging technologies are not the only video analytics tool that will enhance the power of aerial surveillance. There are a variety of other tracking technologies that could augment aerial surveillance effectiveness, though at a lower resolution, and also increase the government’s ability to engage in unprecedented forms of surveillance. For example, the tracking technology, BriefCam, allows law enforcement to overlay hours of video and then isolate individuals based on certain factors so monitors can view all applicable targets with hours of time reduced to minutes.\textsuperscript{53} This can be used to isolate all individuals or cars that are a particular color,\textsuperscript{54} or traveling on a specific route.\textsuperscript{55} With such technologies, police could “reverse-engineer” location tracking, picking a route they want to monitor, then use BriefCam to immediately isolate and identify everyone who used it over the course of several hours.

With these unique features, and augmented by new technologies, aerial surveillance could permit mass tracking of individuals. This is at odds with evolving legal protections for location privacy and provides the potential for abuse.


\textsuperscript{51} See id. at 72; see also CRUMP, supra note 49, at 5.
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\textsuperscript{54} See BriefCam VS, BRIEFCAM Video Synopsis, YOUTUBE (Sept. 1, 2016), https://www.youtube.com/watch?v=86l1RotubDU.

\textsuperscript{55} See BriefCam VS, BriefCam for Investigations: Who Took A Right At The Intersection?, YOUTUBE (Dec. 14, 2015), https://www.youtube.com/watch?v=PB2M-e9q7c (“It takes just under a minute to sort through hundreds of objects and view the relevant ones. Only 9 out of 400 objects took a right at this intersection—review it all in 24 seconds.”).
III. POTENTIAL ABUSE OF AERIAL SURVEILLANCE

Aerial surveillance’s unique and growing capabilities to identify and track location risks serious potential abuse given first, the current lack of requirements of suspected wrongdoing and independent approval and second, the capability to reveal sensitive location and, in the absence of legal checks, target sensitive activities and vulnerable groups.

A. Capability to Circumvent Rules and Checks on Location Tracking

As previously described, location tracking is a common investigative tool, typically conducted by tracking a target’s cell phone. However, police obtain such information from companies through court orders that, at a minimum, require reasonable suspicion and, in some states and subject to ongoing litigation, a probable cause warrant. Such measures follow concurring opinions, issued by five Supreme Court Justices in the landmark case United States v. Jones, announcing there is a Fourth Amendment privacy right to one’s location, even in public.

However, aerial surveillance circumvents these requirements. Beyond general restrictions for flight, there are currently no rules prohibiting use of aircraft for government surveillance. Thus while police would need to at least demonstrate reasonable suspicion—and in many jurisdictions, probable cause—before a court engages in location tracking of a specific suspect, law enforcement can sidestep this requirement by using aerial surveillance. Given developing capabilities, law enforcement may be able to direct...
such efforts not only to high profile suspects, but also to large numbers of individuals with no connection to illicit activities.

B. Capability to Reveal Sensitive Information

Location data can be highly revealing of sensitive personal information and interactions, giving government immense power. The implications of this are clearly stated by Justice Sotomayor in *Jones*:

> GPS monitoring generates a precise, comprehensive record of a person’s public movements that reflects a wealth of detail about her familial, political, professional, religious, and sexual associations . . . . The Government can store such records and efficiently mine them for information years into the future . . . . And because GPS monitoring is cheap in comparison to conventional surveillance techniques and, by design, proceeds surreptitiously, it evades the ordinary checks that constrain abusive law enforcement practices: “limited police resources and community hostility” . . . . [T]he Government’s unrestrained power to assemble data that reveal private aspects of identity is susceptible to abuse. The net result is that GPS monitoring—by making available at a relatively low cost such a substantial quantum of intimate information about any person whom the government, in its unfettered discretion, chooses to track—may “alter the relationship between citizen and government in a way that is imical to democratic society.” 61

Justice Sotomayor was speaking in reference to the attachment of a GPS tracking device to a vehicle, but aerial surveillance presents the exact same risks in amplified form. Government ability to store and query location data has only grown since *Jones* was decided in 2012. Aerial surveillance is becoming cheaper, and a single plane or drone can be used to monitor significantly more people than a GPS device. 62 Aerial surveillance is far more surreptitious—there is absolutely no contact, and sometimes the aircraft will be invisible to humans on the ground. In combination with tagging and tracking technologies, limited police resources do not have a diminishing effect on the number of targets that can be tracked. And as the months-long secret nature of the Baltimore spy-plane program demonstrates, aerial surveillance can currently occur with no community notice, and thus no risk of hostility or backlash.

62. See McNEAL, supra note 59.
Unfortunately, despite the Supreme Court ruling unanimously in *Jones* that use of a GPS tracking device required a warrant, due to technologies and techniques like aerial surveillance, the risk of unchecked location tracking that is “inimical to democratic society” has only grown.\(^{63}\) It is not hard to depict the harms of unrestricted surveillance that bypass the checks established by *Jones* and for cell-site tracking. Again, looking to Justice Sotomayor’s concurring opinion:

> Disclosed in [GPS] data . . . will be trips the indisputably private nature of which takes little imagination to conjure: trips to the psychiatrist, the plastic surgeon, the abortion clinic, the AIDS treatment center, the strip club, the criminal defense attorney, the by-the-hour motel, the union meeting, the mosque, synagogue or church, the gay bar and on and on.\(^{64}\)

Perhaps most disturbingly, while this type of information gathering was imagined with regard to a tracking device that would log all of an individual’s locations—including infrequent stops at sensitive spots—aerial surveillance can also be focused at sensitive locations, logging the identity of everyone who goes there. These sensitive locations could themselves become the target of aerial surveillance, leading to a highly efficient dragnet that can log every single attendee. A police drone or plane could train cameras on a protest, political rally, or mosque and use tagging technology to identify and catalog every single person.

Past and future government action indicate such conduct is a realistic scenario, not just a baseless dystopian fear. We need not look back to the long and troubling examples throughout the twentieth century of politically\(^{65}\) and racially\(^{66}\) motivated surveillance to demonstrate this. In recent years, law enforcement agen-
cies have directed surveillance efforts at Muslim communities and Black Lives Matter protesters.

And while such conduct has received criticism, it shows no signs of abetting. During the 2016 presidential election, President Trump called for surveillance of mosques on numerous occasions, as well as a national database of all Muslims living in the United States. Surveillance of Muslims was recommended to President Trump during the transition period by Congressman and former Homeland Security Committee Chair, Peter King, who explicitly invoked the infamous discontinued New York Police Department (“NYPD”) program as a model for nationwide surveillance. Similarly, during his campaign, President Trump accused the Black Lives Matter movement of calling for the murder of police officers and said he would direct the Attorney General to investigate the group. During his confirmation, Attorney General Jeff Sessions refused to rule out using advanced surveillance technologies to target and catalog individuals engaging in protests, religious activities, or political rallies.

With aerial surveillance’s current and improving capabilities, this type of surveillance directed at religious minorities and protesters could occur on a mass scale, with a detailed cataloging of
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thousands, perhaps even millions of individuals. And under current law it could completely escape any independent checks on accountability.

IV. CURRENT AND PROPOSED LEGAL STANDARD FOR AERIAL SURVEILLANCE

Current case law permits aerial surveillance absent any judicial authorization. The key controlling case is California v. Ciraolo, a 1986 case in which the officers in a low-flying plane, roughly 1000 feet altitude, saw marijuana being grown in a backyard and used this observation as the basis to obtain a warrant and conduct a search. The Court ruled that because the marijuana crops were within view of anyone flying in this airspace, there was no reasonable expectation of privacy. The Court solidified this holding in its 1989 decision, Florida v. Riley, when under similar circumstances it ruled that an aerial view into a greenhouse from a police helicopter did not violate the Fourth Amendment under Ciraolo. Several states have restricted or prohibited the use of drones for law enforcement purposes; however, these restrictions would do nothing to limit an aerial surveillance program similar to the one operated in Baltimore via Persistent Surveillance, or the use of drones for aerial surveillance by federal law enforcement agencies.

Given the deficient ability of current law to check aerial surveillance and prevent broad surveillance of non-illicit activities—including those most fundamental and critical to a democratic society—a new standard to address modern government capabilities and societal needs is appropriate.

The basis for developing a new Fourth Amendment standard in light of new technology and its capacity for enhanced surveillance or, more specifically, a clarified standard with new rules for new technological situations has precedent. It is the basis of the concurring opinions in Jones, and is expressed explicitly in the 2014

76. Id. at 215.
Supreme Court opinion, *Riley v. California*, which amended the search exigent to arrest exception to exclude cell phones:

Before cell phones, a search of a person was limited by physical realities and tended as a general matter to constitute only a narrow intrusion on privacy. . . . But the possible intrusion on privacy is not physically limited in the same way when it comes to cell phones. . . . A cell phone search would typically expose to the government far more than the most exhaustive search of a house. . . . The fact that technology now allows an individual to carry such information in his hand does not make the information any less worthy of the protection for which the Founders fought.  

The principle of *Riley* is simple and logical: new technologies that augment the government’s surveillance abilities justify changing or, at the very least, expanding existing Fourth Amendment doctrines to apply new circumstances to these technologies.

Such an expansion could be done with the aerial surveillance doctrine of *Ciraolo*. Therefore, the doctrine expressed in *Ciraolo* should be expanded to differentiate between aerial surveillance seen by the naked eye with the surveillance observed via other technologies. This would not only be consistent with *Ciraolo*, but would build upon circumstances highlighted by the Court as key in adjudicating the case.

In *Ciraolo*, the Court emphasized:

> [T]he question remains whether naked-eye observation of [the yard] . . . violates an expectation of privacy that is reasonable . . . [however t]he Fourth Amendment simply does not require the police traveling in the public airways at this altitude to obtain a warrant in order to observe what is visible to the naked eye.  

Modern aerial surveillance as described in this article is fundamentally different than the type of naked eye aerial surveillance described in *Ciraolo*, just as a police tail is fundamentally different from the GPS tracker in *Jones*, and just as a briefcase is fundamentally different from the cell phone in *Riley*. In all cases, modern technology has created a situation, unforeseeable in light of the original Fourth Amendment doctrine, that unbalances government power and maintenance of privacy in a manner that is necessary for democratic society. And in all cases, features can be added to the doctrine to clarify new rules in application to those technologies.

---
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Here, the “Naked Eye Rule” would build upon Ciraolo in the following manner: *aerial surveillance cannot be used by law enforcement absent court approval, unless the surveillance is akin to the naked eye view of a human on the aircraft.* This would have two practical restrictions: first, it would limit unregulated aerial surveillance observations to those obtained at human eye resolution; and second, it would prohibit unregulated use of drones, and any observations that cannot be made by a human on an aircraft.

The practical effect of this rule would be reasonable in terms of legitimate law enforcement and government objectives. First, law enforcement could still engage in low-altitude surveillance, such as with police helicopters, absent court approval. Second, law enforcement could engage in more invasive aerial surveillance, such as tracking a target’s movements with a drone or high-altitude aircraft, so long as they demonstrate appropriate cause to a court. Third, the government could engage in aerial surveillance for non-law enforcement purposes absent approval, such as use of drones for wildfire observation.

Finally, the Naked Eye Rule would work in conjunction with the exigent circumstances exception. This could preserve the most critical and noncontroversial uses of aerial surveillance programs, such as the Baltimore program. Under such a system, a city could employ Persistent Surveillance to keep a plane roving in the air, but not recording. Then, in response to an emergency situation—such as an active shooting—the aircraft could immediately begin monitoring and recording the location in question. Such emergency situations could possibly be aided by use of a pre-event video buffer, whereby a very short period of video is continuously recorded and deleted. This could allow aerial surveillance to rapidly respond to exigent circumstances and provide key information—such as the identification of individuals at a location just prior to an active shooting—without the risk to privacy of continuous mass collection and data storage through aerial surveillance. However, implementation of a pre-event video buffer would be controversial and require further evaluation in terms of consistency with Fourth Amendment principles and practical impact.
CONCLUSION: A FIRST STEP FORWARD

The Naked Eye Rule may be viewed as a radical leap, designed to draw a hard line against government use of emerging technologies. However, such a limit has occurred repeatedly before for technologies such as thermal imaging, augmented listening devices, and tracking devices. In contrast, courts’ refusals to directly adapt to technological advances have negative and illogical impacts on privacy. For example, modern telephone communications are protected by the Fourth Amendment, yet e-mails are not. In terms of aerial surveillance and the capabilities it provides to law enforcement, we are not only approaching a point of illogic in light of Jones and rules for cell-site tracking, but also a serious risk to basic privacy.

The Naked Eye Rule, as proposed here, should not be seen as a leap, but a small step. As articulated in this article, it intentionally leaves open the question of what standard of suspicion must be met before a court. Different forms of aerial surveillance—such as monitoring a specific location, tracking a specific person, or open ended surveillance of a broad area—may be best served by different requirements, as may different degrees of surveillance, such as time for which a person is to be tracked or expanse of an area to be monitored. These questions deserve more detailed deliberation before a strict standard is set.

The Naked Eye Rule also leaves open many issues regarding miniaturized drones too small to readily notice, including: What will become the lowest airspace such drones can fly over private property before their conduct becomes trespass? Should restrictions exist on use of such drones to eavesdrop unnoticed on private conversations or read e-mails and text messages on a phone “over one’s shoulder,” so long as the micro-drone is in public?

Far too often technology outpaces law, with costs to civil liberties in the interim. We are already moving into such a void with regard to aerial surveillance, and it appears the resulting harms to privacy will only continue to grow. The concept of the Naked Eye Rule can act as a step forward towards restoring a balance of law and technology, but there is a formidable amount of discussion, debate, and action that must be undertaken to address the privacy issues examined here. Hopefully, we will work to do so.